INTERNATIONAL PRIVACY POLICY

Privacy Policy for European and Swiss Customers (GDPR / LPD)

Quokka Sagl (P. IVA CHE-433.635.986), in the person of its legal representative pro tempore, with registered office in Piazza Santa Lucia,

7 6900 Massagno as Data Controller, informs you that, in compliance with the New Federal Data Protection Law (DPA) and the GDPR
679/2016 Regulation, which regulate the protection of personal data and their free movement, your personal data will be processed in
accordance with the New Federal Data Protection law(LPD) and the GDPR Regulation 679/2016 respectively, where applicable, in
accordance with the principles of fairness, lawfulness, proportionality of interests and transparency, as well as the protection of your
privacy and your rights, for the purposes, in the manner and under the terms set out below.

-1- Purposes, methods and legal bases of data processing

Your personal data will be processed exclusively for purposes strictly connected, instrumental and necessary to the fulfilment of the
obligations inherent to the relationship with our Company; in particular: the processing of personal data is carried out by means of the
operations of collection, registration, organization, storage, consultation, processing, modification, selection, extraction, comparison, use,
interconnection, blocking, communication, cancellation and destruction. Personal data shall be processed by means of paper and/or
computer media by the data controller, the person(s) in charge and the authorized persons (appointees) with the observance of all
precautionary measures guaranteeing their security and confidentiality. The data will not be subject to profiling or automated decision-
making processes. The data will be stored at the data controller and at the data processors designated by the data controller. In any event,
your personal data will be stored and processed within the borders of the Helvetic Confederation or those of the European Union. The explicit
acceptance of this information by means of a paper signature, computer acceptance (opt-in) made online, fulfilment of contractual
obligations and other conditions provided for by the laws and regulations concerning the protection of personal data and constitutes the legal
basis for the processing of personal data.

-2- Nature of data collection and consequences of failure to provide data

The provision of your personal data is mandatory in order to execute the existing contract or the services requested and to fulfil the
obligations arising therefrom, including legal obligations. Your data may be collected and processed on the basis of legitimate interest insofar
as necessary to fulfil legal obligations under current regulations.

Failure to provide consent may result in our inability to fulfil our contractual obligations or the services requested. Consent to the use of your
data for marketing and/or advertising purposes (sending e-mails and/or communications with advertising offers), on the other hand, is
optional.

Special categories of personal data: Pursuant to Articles 5 and 6 of the DPA and Art. 9 of Regulation 679/2016 GDPR, you may provide
data that qualifies as ‘personal data worthy of special protection’,i.e. data concerning religious, philosophical, political or trade union opinions
or activities, health, intimate and family life or membership of a race or ethnic group, genetic data biometric data that uniquely identify a
natural person, data concerning social assistance measures.

-3- Timing and terms

The Data Controller, data processors and authorized persons (appointees) shall process personal data for the time necessary to fulfil the
purposes set out above and, in any case, for no longer than 10 years from the termination of the relationship where this is provided for or
made necessary by the regulations in force.

-4- Communication and dissemination of data

Your personal data, for the purposes of executing the contract and for the purposes indicated above, may be communicated:

- to all natural and legal persons (by way of example but not limited to legal, administrative and tax consultancy firms, auditing firms,
couriers and forwarding agents, data processing center, consultants, IT consultants, suppliers, etc.) in cases where communication is
necessary for the purposes described above;

- to banking institutions for the management of collections and payments;

- to factoring or debt collection companies;

- to our collaborators and employees specifically appointed for this purpose and within the scope of their duties;

- to our service providers where necessary to carry out the activities covered by our company's service contract;

- to the owner of the property leased to the tenant for purposes related to the signing of the contract and the fulfiiment of related regulatory
aspects.

-5- Rights of the data subject

By calling +410919240108 or writing to info@quokka360.com at any time you may exercise your rights vis-a-vis the Data Controller (Data
Controller) in accordance with the New Federal Data Protection Law (LPD) and the GDPR 679/2016 Regulation, which we reproduce for your
convenience. The data subject shall have the right to obtain confirmation of the existence and/or the fact that personal data concerning
him/her is or is not being processed, even if not yet registered, as well as its communication in intelligible form. The data subject has the
right to be informed:

- the origin of the personal data (with particular regard to the case where the data are not collected from the data subject and, in the case of
transfer of data to a third country, the existence of appropriate guarantees of the purposes and methods of processing;

- of the logic applied in the event of processing carried out with the aid of electronic instruments;

- the identity of the data controller, data processors and the designated representative;

- of the entities or categories of entity to whom or which the personal data may be communicated or who or which may get to know said data
in their capacity as designated representative(s) in the State's territory, data processor(s) or authorized entity(ies);

- the categories of personal data being processed;

- the retention period of the data or the criteria used to determine this period;

- the existence of automated decision-making processes, with particular regard to profiling, and the logic applied to them;

- the right to obtain a copy of the personal data being processed;

The data subject also has the right to obtain:

- the updating, rectification or, when he/she is interested, the integration of data;

- the cancellation, transformation into anonymous form or blocking of data processed unlawfully, including data whose retention is
unnecessary for the purposes for which the data were collected or subsequently processed;

- certification to the effect that the operations as per letters a) and b) have been notified, as also related to their contents, to the entities to
whom or which the data were communicated or disseminated, unless this requirement proves impossible or involves a manifestly
disproportionate effort compared with the right that is to be protected;

- for legitimate reasons relating to his particular situation, even if the processing is relevant to the purpose of the collection;

- the portability of the data to other subjects, for which an explicit request must be made to the following addresses +410919240108,
info@quokka360.com ;
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- the cancellation of the data in our archives (so-called right to be forgotten), by means of a communication to +410919240108,
info@quokka360.com ;

- to restrict the processing of data in accordance with the Federal Data Protection Law(LPD).

The data subject also has the right to object, in whole or in part, to the processing of data:

- the processing of personal data concerning him/her for the purpose of sending advertising materials or direct selling or for the performance
of market research or commercial communication; the processing of data including profiling on the basis of such provisions.

Where the processing of data is based on the data subject's consent, the data subject shall have the right to withdraw such consent at any
time by making an explicit request to the following address: +410919240108 or info@quokka360.com. The data subject shall also have the
right to lodge a complaint with the Control Authority. The exercise of the aforementioned rights may be exercised by making a request to the
Data Controller or the person in charge by telephone, by email to the above-mentioned addresses or by registered letter with return receipt.
Consent of the data subject

In requesting your express manifestation of your consent to the processing (which we shall, however, consider to have been given orally in
the event that you do not return this undersigned letter), we shall consider you, as of now, informed about the processing carried out by us,
pursuant to and for the purposes of the Federal Data Protection Law (LPD) and the GDPR Regulation 679/2016.1, the undersigned, having
acquired the information provided by the Data Controller:

| give my consent to the processing of my personal data for the purposes indicated in the above information notice
O - | give consent O - | withhold consent

| give my consent to the communication of my personal data for the purposes and to the third parties indicated in the information under -4-
O - | give consent O - | deny consent

| give my consent for the use, also for advertising and profiling purposes, of my personal data for the purposes and within the scope indicated
in the Information Notice.

O - | give consent O - | withhold consent

SUM@ME..aiiiiiieiireeieeeseeseeee e First name

Date and Place, ...uccceunenns SIgNatUre.. ..

Privacy Policy for North American Customers

Quokka Sagl (P. IVA CHE-433.635.986) is committed to protecting the privacy of our customers in the United States. This Policy describes
how we collect, use, disclose, and protect your personal information in accordance with applicable laws, including the California Consumer
Privacy Law (CCPA/CPRA), the Virginia Consumer Data Protection Law(VCDPA), and other relevant State and Federal Regulations.
1. Information We Collect

We may collect the following categories of personal information:

- Identifying Data: Name, address, telephone number, email;

- Financial data: Payment information, transaction history, credit cards, bank accounts;

- Browsing data: IP address, browser type, activity on our website cookies;

- Sensitive data (only if necessary) Health information (under HIPAA) or other specific data required by law;

- Personal documents, ID card, passport, residence permits, other personal documents required for tourist stay.

2. How we use your data

We use your data to:

- Provide our services and complete requested transactions;

- Receive and return any deposits;

- Improve your experience on our website and personalize content;

- Respond to customer service and support requests;

- Fulfill legal and regulatory obligations.

3. Sharing of personal data

We may share your data with:

- Service providers who support our activities (e.g. payment processing, marketing analysis);

- Government authorities, if required by law or to protect our rights;

- Suppliers and advertising partners, in accordance with the CCPA and other privacy regulations;
4. Your privacy rights

Under applicable state law (e.g. CCPA/CPRA, VCDPA), you have the right to:

- Access your personal data;

- Request deletion of your data, subject to legal exceptions;

- Object to the sale or sharing of your data (for California residents);

- Correct incorrect information about you;

- Restrict the use of sensitive data (if applicable).

To exercise your rights, you can contact us at info@quokka360.com or call +410919240108.

5. Data security

We take technical and organizational measures to protect your data from unauthorized access, misuse or disclosure. However, no system is
completely secure, so we recommend that you protect your access credentials.

6. Changes to this policy

We reserve the right to update this policy periodically. We will notify you of any significant changes by posting a notice on our website.

7. Contact

If you have any questions or requests about privacy, you can contact us at:

Email : info@quokka360.com.

Telephone : +410919240108

If you reside in California and wish to exercise your rights under the CCPA, you may also submit a request via our online form available at
www.quokka360.com .
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This notice complies with the privacy laws of the United States, including those of California, Virginia, and applicable federal regulations.

Privacy Policy for Customers in Latin America

Quokka Sagl (P. IVA CHE-433.635.986) is committed to protecting the privacy of its customers in Latin America by ensuring compliance with
the data protection laws in force in the different countries of the region. These include:

- Brasil : Lei Geral de Protecdo de Dados Pessoais (LGPD);

- México : Ley Federal de Proteccién de Datos Personales en Posesion de los Particulares (LFPDPPP);

- Argentina : Ley de Proteccion de los Datos Personales (Ley 25.326);

- Chile : Ley N° 19.628 sobre Proteccién de la Vida Privada;

- Colombia : Ley 1581 de 2012 y Decreto 1377 de 2013;

- Peru: Ley de Proteccién de Datos Personales (Ley N° 29733).

This policy explains in detail how we collect, use, share and protect your personal data in accordance with local laws.

1. Personal data we collect

Depending on the service requested and the legislation in your country of residence, we may collect the following categories of personal
data:

1.1 General Data

- First and last name;

- Home address;

- Telephone number;

- Email address;

- Personal documents, identity card, passport, residence permit, other personal documents required for the tourist stay.
1.2 Financial and payment data

- Credit or debit card details;

- Bank information for processing transactions;

- Purchase and transaction history.

1.3 Browsing and technological data

- IP address and device identifiers;

- Cookies and tracking technologies;

- Data on navigation on our website and user preferences.

1.4 Sensitive data (only where necessary and with explicit consent)

In some cases, we may collect information that is considered sensitive data by law, such as:

- Health data (if necessary for the provision of a specific service);

- Biometric data (e.g. fingerprints or facial recognition for access to certain services).

For the collection and processing of sensitive data, we will always require your explicit consent, as required by the LGPD (Brazil) and similar
regulations in Argentina, Colombia and other countries.

2. Purpose of data processing
We use your personal data for:

- Provide you with our products and services (e.g. order processing, shipping, invoicing);

- Improve the customer experience by analyzing data about purchasing preferences and customizing offers;

- Ensure the security of transactions by preventing fraud and unauthorized access;

- Communicate with you, sending updates on orders, special offers or changes to terms of service;

- Respond to customer service and support requests;

- Fulfilling legal obligations as required by local regulations.

3. Legal basis for data processing
We only process your data when we have a valid legal basis, which may include:

- Explicit consent : When required by law (e.g. for sensitive data or direct marketing activities);

- Performance of a contract : When the data is necessary to provide you with a requested service;

- Legal obligation : When we are required by law to retain or provide data to authorities;

- Legitimate interest : When we use data to improve our services, prevent fraud or ensure security. In compliance with the regulations, Brazil
(LGPD) and Argentina (Ley 25.326), your consent will be requested explicitly for certain specific processing activities.
4. Sharing of personal data
Your personal data may be shared with:
- Third party service providers, such as payment, logistics, IT and marketing platforms;
- Government authorities , if required by law or to comply with legal obligations;
- Advertising partners, but only with your explicit consent (if required by local law);
- Sharing for direct marketing purposes only if you have given your consent;
- Profiling only if you have given your explicit consent.

If your data is transferred outside your country (e.g. to servers in the United States or Europe), we ensure that it is protected by appropriate
measures, such as EU-approved Standard Contractual Clauses or other guarantees required by local DPA Law.

5. Your privacy rights

Depending on your country of residence, you may have the following rights to your personal data:

Brasile M gentina (Ley [ ia(Ley  Perl (Ley
Diritto (LGPD) (LFPDPPP) 25.326) 1581) 29733)
Accesso ai dati l’i a a F‘ !7
Rettifica dei dati
Cancellazione dei V] V] V] V] V]
dati
Opposizione al V] V]
trattamento
Portabilita dei dati (% X X X X
Revoca del a a v v

consenso



To exercise your rights, you can contact us at info@quokka360.com or call +410919240108 .

6. Data storage and security

We take appropriate technical and organizational measures to protect your personal data against unauthorized access, alteration, disclosure
or destruction. Such measures include:

- Data encryption;

- Strict access controls;

- Continuous monitoring of our IT infrastructure;

- Staff training on data protection.

7. International data transfers

If your data is to be transferred outside your country, we ensure that this is done in accordance with local regulations. We use protective
measures such as:

- Standard contractual clauses (for transfers to countries with less stringent privacy laws);

- Specific agreements with suppliers to ensure processing in accordance with local laws.

8. Changes to this policy

We reserve the right to update this policy. Any changes will be communicated via our website or other appropriate means.

9. Contact

If you have any questions or requests about privacy, you can contact us at:

Email :info@quokka360.com.

Telephone : +410919240108.

This policy complies with data protection laws in Latin America, including Brazil, Mexico, Argentina, Chile, Colombia and Peru .
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Privacy Policy for customers Australia and New Zealand

Quokka Sagl (P. IVA CHE-433.635.986) is committed to protecting the privacy of its customers in Australia and New Zealand by complying
with local data protection regulations:

- Australia : Privacy Act 1988 (Cth) and the 13 Australian Privacy Principles (APPs);

- New Zealand : Privacy Act 2020 and its implementing guidelines

This policy explains how we collect, use, share and protect your personal information in accordance with Australian and New Zealand Law.
1. Personal information we collect

Depending on the service requested and local legislation, we may collect the following categories of personal data:
1.1 Identifying data
- First and last name;
- Residential and/or shipping address;
- Telephone number;
- Email address;
- Identity document or passport, personal documents such as residence permits, other personal documents necessary for the tourist stay.
1.2 Financial and payment data
- Credit or debit card number;
- Bank information for payment management;
- Purchase and transaction history.
1.3 Browsing and technological data
- IP address;
- Device and browser information;
- Cookies and tracking data;
- Browsing history on our website.
1.4 Sensitive data (only where necessary and with explicit consent)
In accordance with the Privacy Act 1988 (Australia) and the Privacy Act 2020 (New Zealand), we may only collect sensitive personal data
where necessary and with your explicit consent. These include:
- Health data (if required for the provision of certain services);
- Biometric information (e.g. fingerprints or facial recognition for access to certain services);
- Ethnic or religious origin (only if required for specific purposes and with your consent) Profiling and purchasing behaviors.
2. Purpose of data processing
We use your personal data for the following purposes:
- Provision of products and services : order processing, shipping, invoicing and customer service;
- Improving user experience : personalization of the site and marketing communications;
- Payment processing and fraud prevention: transaction verification and financial security;
- Communications: emailing about orders, promotions and company updates;
- Legal and regulatory obligations: compliance with tax regulations.
If we intend to use your information for purposes other than those listed above, we will notify you in advance and request your consent when
required by law.
3. Legal basis for data processing
In Australia and New Zealand, the processing of personal data must take place on the basis of one of the following conditions:

- User consent (if required for sensitive data or marketing purposes);


mailto:info@quokka360.com
mailto:info@quokka360.com

- Contractual necessity (for the provision of requested services);
- Legal obligation (where the law requires the collection or retention of certain data);

- Legitimate interests (for the improvement of services, fraud prevention or security).
4. Sharing and transfer of personal data

Your personal data may be shared with:
- Service providers: payment, logistics, customer service and IT companies;
- Public authorities where required by Australian or New Zealand law;

- Advertising partners, but only with your consent for marketing and targeted advertising.
4.1 International data transfer

If we transfer your data outside Australia and New Zealand (e.g. to servers in other countries), we ensure compliance with local regulations
through:

- Contractual agreements with data recipients;

- Adequate security measures, such as encryption and data protection protocols;

- Guarantees equivalent to those required by local laws, as required by the Australian Privacy Principle (APP) 8 and New Zealand's Privacy
Act 2020 .

We will inform you in a transparent manner if your information is transferred to a country that does not have equivalent protection standards
to those in Australia or New Zealand, asking for your prior consent to the transfer if required.
5. Your privacy rights

In both Australia and New Zealand, you have the following rights over your personal information:

| Law | Australia (Privacy Act 1988) | New Zealand (Privacy Act 2020) |
Right Australia (Privacy Act 1988) New Zealand (Privacy Act 2020)
Access to data
Rectification of data
Deletion of data
Restriction of processing

Withdrawal of consent

(< <M< <] <]
(B < B < BN < B <

To exercise your rights, you can contact us at info@quokka360.com or call +410919240108.
6. Data retention and security

We retain your personal data for as long as necessary to fulfil the stated purposes or as required by law. We take advanced security
measures to protect it from:

- Unauthorized access;

- Accidental loss;

- Theft or misuse.

Our protection measures include encryption, firewalls, access controls and constant monitoring of our IT infrastructure.

7. Management of cookies and tracking technologies

We use cookies and tracking technologies to improve your browsing experience. You can manage your cookie preferences through your
browser settings or directly from our website.

You can also choose to disable targeted advertising based on cookies by contacting us or using your device settings.

8. Changes to this policy

We reserve the right to update this policy periodically to reflect any changes in Australian or New Zealand law or our business practices. We
will notify you of any changes through our website or other official channels.

9. Contact and privacy requests

If you have any questions, requests or wish to exercise your privacy rights, you can contact us at the following addresses:

Email : info@quokka360.com.

Telephone : +410919240108.

If you believe that the processing of your data is not in accordance with the legislation, you may lodge a complaint with:

- Office of the Australian Information Commissioner (OAIC) for Australia;

- Office of the Privacy Commissioner (OPC) for New Zealand

This notice complies with the Privacy Act 1988 (Australia) and the Privacy Act 2020 (New Zealand) and their implementing guidelines.

Privacy Policy for Customers in Turkey, South Africa, Egypt, Kenya and Nigeria

Quokka Sagl (P. IVA CHE-433.635.986) is committed to protecting the privacy of its customers in Turkey, South Africa, Egypt, Kenya and
Nigeria by complying with local data protection regulations:

- Turkey : Law on the Protection of Personal Data No. 6698 (KVKK);

- South Africa : Protection of Personal Information Act (POPIA);

- Egypt : Egyptian Data Protection Law No. 151/2020;

- Kenya : Data Protection Act, 2019;

- Nigeria : Nigeria Data Protection Regulation (NDPR).

This policy describes how we collect, use, share and protect your personal information in accordance with local laws.
1. Personal data that we collect

We may collect the following personal data depending on the service you require and the regulations in your country:
1.1 Identification data

- First and last name;

- Home or shipping address;

- Telephone number;

- E-mail address;

- Identity document, passport, personal documents such as residence permits, other personal documents necessary for the tourist stay.
1.2 Financial and payment details
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- Credit or debit card number;
- Bank information for handling payments;
- Purchase and transaction history.
1.3 Browsing and technological data
- IP address;
- Device and browser information;
- Cookies and tracking data;
- Browsing history on our website.
1.4 Sensitive data (only where necessary and with explicit consent)
Turkey, South Africa and Nigeria, provide additional protections for sensitive data, which we may only collect with your explicit consent and
for legitimate purposes. These include:
- Biometric or health information (if required for certain services);
- Ethnic or religious origin (only if required and with your consent);
- Judicial data (only if required for legal or compliance procedures);
- Profiling and purchasing behavior.
2. Purpose of data processing
We use your personal data for the following purposes
- Provision of products and services : order management, shipping and customer service;
- Improvement of user experience : personalization of the site and commercial offers;
- Payment processing and fraud prevention : transaction verification and financial security;
- Communications: Sending emails regarding orders, promotions and company updates;
- Legal and regulatory obligations: compliance with tax, data protection and information security regulations.
If we use your data for other purposes, we will inform you in advance and ask for your consent when required by law.
3. Legal basis for data processing

Each country has specific data protection regulations. Our company processes your data on the basis of the following legal conditions:

Country Legal Basis

Turkey Consent, legal obligation, contractual performance, legitimate interest (KVKK)
South Africa Consent, legal obligation, contractual necessity, legitimate interest (POPIA)

Egypt Consent, contractual necessity, public interest (Law 151/2020)

Kenya Consent, contractual necessity, legal obligation, public interest (Data Protection Act)
Nigeria Consent, contractual necessity, legal obligation, legitimate interest (NDPR)

4, Sharing and transfer of personal data

We may share your data with:

- Service providers : payment, logistics, customer service and IT companies;
- Public authorities, if required by local regulations;

- Advertising partners, only with your consent for marketing activities and targeted advertising.
4.1 International data transfer

If your data is transferred outside your country, we take security measures to ensure adequate protection as required by local regulations.
These include:

- Standard contractual clauses with data recipients;

- Technical security measures, such as encryption and multi-factor authentication.
5. Your privacy rights

Depending on the country you are in, you have the right :

Turkey South Africa Egypt Kenya (DPA Nigeria
Right (KVKK) (POPIA) (151/2020) 2019) (NDPR)
Access to data
Rectification of V]
data
Deletion of data V] V] XK (with V] V]

exceptions)

Restriction of X
processing
Withdrawal of
consent

L e,

If you believe that the processing of your data does not comply with the regulations, you can lodge a complaint with the competent
authorities:

- Turkey : Personal Data Protection Authority (KVKK);

- South Africa : Information Regulator South Africa;

- Egypt : Egyptian Data Protection Center;

- Kenya : Office of the Data Protection Commissioner;

- Nigeria : National Information Technology Development Agency (NITDA).
6. Data retention and security

We retain your data only as long as necessary to fulfill the stated purposes or as required by law.
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We adopt security measures such as

- Advanced encryption to protect sensitive information;

- Firewalls and multi-factor authentication to prevent unauthorised access;

- Secure backups to ensure continuity of service.

7. Cookies and tracking technologies

We use cookies toimprove your experience on our site. You can manage your cookie preferences directly from our site or through your
browser settings.

8. Changes to this policy

We reserve the right to update this policy periodically to reflect any changes in local laws. We will notify you via our website or other official
channels

9. Privacy contacts

Email : info@quokka360.com.

Telephone : +410919240108

If you have any concerns about the protection of your data, you may contact the local data protection authorities listed above. This notice
complies with the data protection laws of Turkey, South Africa, Egypt, Kenya and Nigeria .
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Privacy Policy for Customers India

Quokka Sagl (P. IVA CHE-433.635.986) is committed to protecting the privacy and security of its customers' personal data in India in

accordance with Indian data protection laws and regulations, including:

- Digital Personal Data Protection Act, 2023 (DPDP Act, 2023);

- Information Technology Act, 2000 (IT Act, 2000) and its rules (IT Rules, 2011 and 2021);

- Consumer Protection (E-Commerce) Rules, 2020;

This policy details how we collect, use, share and protect your personal data in accordance with Indian law.

1. Personal data we collect

We may collect your personal data through our website, applications, customer service communications and transactions.
1.1 Identification data

- First and last name;

- Telephone number;

- Email address;

- Residential and/or shipping address;

- Identity document, passport, personal documents such as residence permits, other personal documents necessary for the tourist stay.
1.2 Financial and payment details

- Credit/debit card number;

- Bank information for payments;

- Transaction history and invoicing.
1.3 Browsing and technological data

- IP address;

- Device type and operating system;

- Cookies and tracking technologies;

- Browsing history on our website.

1.4 Sensitive data (only with explicit consent)

According to the DPDP Act, 2023, certain data is considered sensitive and requires your explicit consent before collection and processing.
These include:

- Biometric data (fingerprints, facial recognition);

- Detailed financial information;

- Health or medical data;

- Data relating to religion, political opinions or personal orientations;

- Profiling and purchasing behaviour.

2. Purpose of data processing

We collect and use your personal data exclusively for the following purposes:

- Provision of products and services : order management, deliveries, invoicing and customer care;

- Improvement of user experience : personalisation of offers and suggestions;

- Payment processing and fraud prevention : transaction verification and financial security;

- Communications and marketing: sending promotional offers, company updates and notifications;

- Legal obligations and compliance: compliance with tax, customs and information security regulations in India.

If we intend to use your information for purposes other than those stated above, we will require your prior consent.
3. Legal basis for data processing

According to the DPDP Act, 2023, the processing of personal data must take place on the basis of one of the following conditions:
- Explicit consent of the user (mandatory for sensitive data and for direct marketing purposes);

- Performance of a contract (when the data is necessary to provide a service);

- Legal obligation (where the law requires the collection or retention of certain data);

- Legitimate interest (for security, fraud prevention, data analysis).
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4. Storage and protection of personal data

We only retain your personal data for as long as necessary to fulfil the stated purposes or for as long as required by law. We take strict
security measures to protect your data from:

- Unauthorised access;

- Misuse or disclosure;

- Accidental modification or loss;

Security measures implemented include encryption, firewalls, multi-factor authentication and continuous monitoring.

5. Sharing and transfer of personal data

We may share your data with:

- Service providers (e.g. payment processors, logistics and customer service companies);

- Indian government authorities , if required for legal or national security reasons;

- Advertising partners , but only with your explicit consent.

5.1 International data transfer

According to the DPDP Act, 2023, transfer of personal data outside India is subject to restrictions. If your data is to be transferred to another
country, we will ensure that:

- You have provided your explicit consent ;

- The recipient country has adequate protection measures ;

- Standard data protection clauses are in place.

5.2 Data provided to our company for purposes related to the execution of the contract are not covered by the obligations of section 5.1,
since they have been voluntarily sent by you and received by us in the country of our company.

Data collected outside the territory of India for which we have received your explicit consent for collection and storage do not fall under the
obligations of section 5.1.

India may impose specific restrictions on the international transfer of sensitive data.

6. Your rights to personal data

In accordance with the DPDP Act, 2023, you have the following rights:

Right Description

Access to data You can request a copy of your personal data.

Rectification of You can correct any errors in your data.

data

Deletion of data You can request the deletion of your data, except where legal

obligations apply.

Withdrawal of You can withdraw your consent for data processing at any time.
consent
Data portability You can request the transfer of your data to another service.

To exercise these rights, you may contact us at info@quokka360.com or +410919240108. If you feel that the processing of your data is not
in compliance with the law, you may file a complaint with the Data Protection Board of India (DPBI)

7. Use of cookies and tracking technologies

We use cookies and tracking tools to enhance your user experience. You can manage your cookie preferences through our website or your
browser settings.

According to Indian regulations, we cannot use cookies for advertising purposes without your explicit consent.

8. Changes to this policy

We reserve the right to update this policy from time to time to reflect new legislation or changes in our services. We will inform you in
advance via our website or other official channels.

9. Privacy contacts

If you have any questions or requests regarding the protection of your personal data, you can contact us:

Email : info@quokka360.com.

Telephone : +410919240108.

If you are not satisfied with our response, you may contact the Data Protection Board of India (DPBI) to lodge a complaint. This policy
complies with the Digital Personal Data Protection Act, 2023 and other Indian data protection regulations.
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ANDORRA

Informacié sobre la Proteccié de Dades Personals per a Clients Residents a Andorra.

Darrera actualitzacio: 21.07.25

Aquesta politica de privacitat té com a objectiu informar els clients residents a Andorra sobre com tractem les seves dades personals,
d'acord amb la Llei qualificada 29/2021 de proteccié de dades personals (LQPD) i, si escau, el Reglament (UE) 2016/679 (RGPD).

1) Responsable del Tractament

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Email:info@quokka360.com.

Phone Number: +410919240108

2) Finalitats del Tractament i Base Juridica

Finalitat Base juridica
Execucié d'un contracte / prestacié de servei Necessitat contractual (Art. 6.1.b RGPD / Art. 13 LQPD)
Facturacié i obligacions fiscals Obligacio legal (Art. 6.1.c RGPD / Art. 14 LQPD)
Comunicacions de servei Interés legitim del responsable (Art. 6.1.f RGPD / Art. 15 LQPD)
Activitats de marqueting (newsletters, etc.) Consentiment exprés (Art. 6.1.a RGPD / Art. 12 LQPD)
Analisi estadistica i millora de serveis Interés legitim (amb dades anonimitzades o pseudonimitzades)

3) Categories de Dades Tractades

-Dades identificatives (nom, cognoms, data de naixement)

-Dades de contacte (adreca, correu electronic, teléfon)

-Dades bancaries o de pagament

-Dades sobre I'Us dels serveis

-Preferéncies per a comunicacions comercials (si escau)

4) Destinataris de les Dades

Les dades poden ser comunicades a:

-Encarregats del tractament (ex. proveidors tecnologics, assessors fiscals)
-Autoritats publiques quan sigui legalment obligatori

-Plataformes de tercers per a marqueting, amb el seu consentiment previ
En cas de transferéncies internacionals de dades, es garanteixen mecanismes de proteccié adequada, com ara clausules contractuals tipus o
decisions d'adequacio (incloent la d’Andorra per part de la UE).
5)Conservaci6 de les Dades

Les dades es conservaran:

-Durant la vigéncia del contracte o relacié comercial

-Durant 5-10 anys després per obligacions legals i comptables

-Fins a la retirada del consentiment per a tractaments basats en el mateix
6) Drets de la Persona Interessada

Les persones tenen dret a:

Dret Descripcio
Accés Sol-licitar accés a les dades que tractem sobre vosté.
Rectificacio Corregir dades inexactes o incompletes.
Supressio Demanar la supressio de les dades (dret a I'oblit), excepte obligacions legals.
Limitacio del tractament Sol-licitar que el tractament es limiti en determinades circumstancies.
Oposicio Oposar-se al tractament basat en I'interés legitim o amb finalitats comercials.
Portabilitat Rebre les dades en format estructurat i transferir-les a un altre responsable.
Retirada del consentiment Retirar el consentiment en qualsevol moment.
Reclamar a I'autoritat de control Presentar una reclamacio a I’Autoritat Andorrana de Proteccié de Dades (APDA).

7) Exercici dels Drets

Per exercir qualsevol dret, pot contactar amb nosaltres:

Correu electronic: info@quokka360.com.

Phone number: +410919240108

També pot adrecar-se a I'APDA mitjancant el lloc web oficialhttps://www.apda.ad

8) Decisions Automatitzades i Perfilat

No es realitzen decisions automatitzades amb efectes juridics, llevat que hi hagi consentiment exprés per part de l'usuari (ex. recomanacions
personalitzades).

9) Mesures de Seguretat

Implementem mesures tecniques i organitzatives apropiades per garantir la seguretat i confidencialitat de les dades personals, d'acord amb
la LQPD i el RGPD.

10) Canvis en Aquesta Politica

Ens reservem el dret de modificar aquesta politica per adaptar-la a novetats legals o técniques. Les actualitzacions es comunicaran
mitjancant els canals habituals.

ALBANIA Informacion mbi mbrojtjen e té€ dhénave personale - Klientét né Shqipéri
Pérditésimi i fundit: 21.07.25
Ky informacion shpjegon se si ne mbledhim, pérdorim, ruajmé dhe mbrojmé té dhénat personale té klientéve gé banojné né Shqipéri, né
pérputhje me Ligjin nr. 9887, daté 10.03.2008, "Pér mbrojtjen e té dhénave personale”, i ndryshuar, dhe me udhézimet e Komisionerit pér té
Drejtén e Informimit dhe Mbrojtjen e té Dhénave Personale (IDP).
1) Kontrolluesi i té dhénave
Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno
Emaili pér privatésiné: info@quokka360.com.
Telefoni: +410919240108
2)Qé€llimet e pérpunimit dhe bazat ligjore
QEllimi Baza ligjore

Ofrimi i shérbimeve / zbatimi i kontratés Nevoja kontraktuale (Neni 5 i Ligjit 9887)
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QéEllimi Baza ligjore
Faturimi, kontabiliteti, pérmbushja fiskale Detyrim ligjor
Komunikime shérbimi Interes legjitim
Marketing i drejtpérdrejté (email promocional) Pélgim i shprehur
Analiza statistikore / pérmirésim shérbimesh Interes legjitim ose pélgim (nése nuk jané té anonimizuara)
3)Kategorité e té€ dhénave q& pérpunohen
-Té dhéna identifikuese (emri, mbiemri, data dhe vendlindja)
-Té dhéna kontakti (adresa, telefoni, emaili)
-Té dhéna financiare dhe tatimore (IBAN, fatura, pagesa)
-Informacione pér kontratén dhe shérbimet
-Preferenca komunikimi (pélgimi ose kundérshtimi ndaj marketingut)
-Té dhéna teknike pér pérdorimin e platformave tona
4)Ményra e mbledhjes sé te dhénave
-Té dhénat mblidhen:
-Drejtpérdrejt nga klienti né regjistrim apo lidhjen e kontratés
-Pérmes formularéve online, emailit apo komunikimeve telefonike
-Automatikisht nga sistemet tona teknologjike
5)Periudha e ruajtjes sé té dhénave
Té dhénat ruhen pér aq kohé sa éshté e nevojshme pér:
-Ofruar shérbimet e kérkuara
-Pérmbushur detyrimet ligjore
-Mbrojtur té drejtat tona né rast mosmarréveshjesh
Afatet tipike:
-Té dhénat kontraktuale: 5-10 vjet pas pérfundimit t& marrédhénies
-Té dhénat pér marketing: deri né térhegjen e pélgimit ose max. 2 vjet nga kontakti i fundit aktiv
6) Pér ké ndahen té dhénat?

Té dhénat tuaja mund té ndahen me:

Marrésit Qéllimi
Ofrues té shérbimeve IT / cloud Hosting, mirémbajtje sistemi, email marketing
Konsulenté fiskalé, ligjoré Pérmbushje e detyrimeve ligjore
Autoritete shtetérore Vetém né bazé té detyrimeve ligjore
Partneré komercialé (me pélgim) Oferta té personalizuara ose shérbime té kombinuara

Ne nuk i shesim té dhénat tuaja tek palét e treta.

7) Transferimet ndérkombétare

Nése té dhénat tuaja transferohen jashté Shqipérisé apo BE/EEA, ne sigurojmé gé ato té mbrohen pérmes:
- Klauzolve standarde kontraktuale té miratuara

-Transferimeve né vende me nivel té pranueshém mbrojtjeje té dhénash

8)T€ drejtat tuaja si subjekt i té dhénave

Ju keni té drejté té:

E drejta Pérshkrimi
Qasje Té merrni informacion mbi té dhénat gé mbajmé dhe njé kopje té tyre
Korrigjim Té pérmirésoni té dhéna té pasakta apo jo té plota
Fshirje Té kérkoni fshirjen e té dhénave, pérvec rasteve kur ekzistojné detyrime ligjore
Kufizim pérpunimi Té kufizoni pérdorimin e té dhénave né rrethana té caktuara
Kundérshtim Té kundérshtoni pérpunimin pér marketing apo pér interesa legjitime
Transferueshméri e té dhénave Té merrni té dhénat né format té strukturuar dhe t'i transferoni te njé palé tjetér
Térheqgje e pélgimit Té térhigni pélgimin né ¢do kohé, pa ndikuar mbi pérpunimet e méparshme
Ankesé te autoriteti Té paragisni njé ankesé te Komisioneri pér té Dhénat Personale (IDP)

9)Si té ushtroni té drejtat tuaja

Ju mund té paragqisni kérkesén tuaj né:

Email: info@quokka360.com.

Telefoni: +410919240108

10)Autoriteti Mbikéqyrés

Autoriteti kompetent éshté:

Komisioneri pér té Drejtén e Informimit dhe Mbrojtjen e té Dhénave Personale (IDP)
Rruga “Abdi Toptani”, Nr. 5, Tirané&, Shqipéri

https://www.idp.al

info@idp.al

11) Masat e sigurisé

Ne marrim masa teknike dhe organizative pér:

-Parandalimin e gasjes sé paautorizuar

-Sigurimin e ruajtjes sé té dhénave

-Ruajtjen e konfidencialitetit, integritetit dhe disponueshmérisé sé té dhénave

12) Ndryshime né kété informacion

Ne mund ta pérditésojmé kété informacion sipas nevojés. Do t'ju njoftojmé pér ¢do ndryshim té réndésishém pérmes emailit ose kanaleve
tona zyrtare.

ALGERIA Note d’information sur la protection des données personnelles - Clients en AlgérieDerniére mise a jour:21.07.25.La
présente note d'information s'adresse aux clients résidant en Algérie. Elle explique comment nous collectons, utilisons, conservons et
protégeons vos données personnelles, conformément a la Loi n° 18-07 du 10 juin 2018 relative a la protection des personnes physiques dans
le traitement des données a caractére personnel, ainsi qu'aux décrets d'application émis par la Commission nationale pour la protection des
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données personnelles (CNPDP).
1)Responsable du traitement

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno
Email dédié a la protection des données : info@quokka360.com.

Téléphone: +410919240108
2)Finalités et bases juridiques du traitement

Finalité du traitement Base légale
Exécution du contrat ou prestation de services Nécessité contractuelle (article 6 de la loi 18-07)
Obligations fiscales et comptables Obligation légale
Service client, gestion des réclamations Intérét légitime
Communication marketing et promotions Consentement explicite

Statistiques internes, amélioration des services Intérét |égitime ou consentement si les données ne sont pas anonymisées
3)Catégories de données traitées

-Données d'identification : nom, prénom, date et lieu de naissance

-Données de contact : adresse, téléphone, email

-Données contractuelles et commerciales : services utilisés, historique de commandes
-Données de facturation et de paiement : IBAN, informations de transaction
-Consentements et préférences : abonnements marketing, autorisations données
-Données techniques : adresse IP, cookies, logs d'acces, navigation sur notre site
4)Modalités de collecte

Les données sont collectées :

-Directement aupres de vous via formulaires, email, téléphone

-Par I'utilisation de nos services en ligne

-Par des prestataires autorisés (paiement, hébergement, support technique)
5)Durée de conservation des données

Vos données sont conservées pour la durée nécessaire a :

-La fourniture de nos services

-La satisfaction de nos obligations légales

-La gestion de litiges potentiels

Exemples de durées :

-Données contractuelles : jusqu'a 10 ans

-Données marketing : 2 ans ou jusqu'au retrait du consentement

-Logs techniques : 6 a 12 mois

6)Destinataires des données personnelle

Vos données peuvent étre partagées avec :

Destinataires Motif de la communication
Personnel autorisé Gestion opérationnelle des services
Prestataires techniques (hébergement, IT) Support, infrastructure et sécurité
Conseillers fiscaux et juridiques Respect des obligations légales
Autorités publiques algériennes Réquisitions ou obligations réglementaires
Partenaires commerciaux (avec consentement) Activités promotionnelles ou partenariats

Nous ne vendons jamais vos données a des tiers non autorisés.
7)Transferts internationaux de données

Si vos données sont transférées hors d'Algérie, cela se fera :

-Avec votre consentement explicite

-Vers des pays disposant d’'un niveau de protection adéquat

-Via des clauses contractuelles types ou garanties similaires

8)Mesures de sécurité

Nous appliquons des mesures techniques et organisationnelles strictes afin de :

-Protéger vos données contre tout accés ou traitement non autorisé

-Prévenir la perte, la fuite ou I'altération des données

-Garantir la confidentialité, I'intégrité et la disponibilité des données Exemples : chiffrement, authentification a double facteur, controle des
acces, sauvegardes régulieres.

9)Vos droits

Conformément a la loi 18-07, vous disposez des droits suivants :

Droit Description
Acces Connaitre les données traitées vous concernant et en obtenir une copie
Rectification Corriger les données inexactes ou incomplétes
Suppression Demander |'effacement des données dans certains cas
Opposition Vous opposer au traitement de vos données, notamment a des fins marketing
Limitation du traitement Restreindre temporairement |'usage de vos données dans certains cas
Retrait du consentement Retirer votre consentement a tout moment

10) Exercice de vos droits

Pour exercer vos droits, veuillez nous contacter :
Email: info@quokka360.com.

Téléphone: [+410919240108

Nous vous répondrons dans un délai de 30 jours ouvrables.
11) Autorité de controle

Autorité compétente en Algérie :
Commission Nationale de la Protection des Données a Caractére Personnel (CNPDP)
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1, Lot Said Hamdine, Bir Mourad Rais, Alger
Site officiel: selon ProDP-africa.

Email: contact.anpdp@anpdp.dz
12) Mises a jour de la présente note

Nous nous réservons le droit de modifier la présente note en cas d'évolution Iégale ou technique. Toute modification substantielle vous sera
notifiée via nos canaux officiels.

ANTIGUA E BARBUDA BARBUDA Data Protection Notice - Customers in Antigua and Barbuda

Last updated: 21.07.25. This notice describes how we collect, use, store and protect the personal data of customers residing in Antigua and
Barbuda, in accordance with the Data Protection Act, 2013, which protects the rights of individuals in relation to the processing of their
personal information.

1) Data controller

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Email: info@quokka360.com.

Phone: +410919240108

2) Purpose and legal basis for processing

We process your personal data exclusively for legitimate purposes, as provided by law. The main ones are:

Purposes Legal basis
Provision of requested products and services Performance of a contract
Management of orders, payments and shipments Contractual necessity
Customer communications Legitimate interest
Direct marketing (email, newsletters, offers) Explicit consent
Legal, tax or regulatory compliance Legal obligation
Fraud prevention and system security Legitimate interest / regulatory obligation
Service improvement and statistical analysis Legitimate interest / consent, if necessary

3) Categories of data collected

-ldentification data: name, surname, date of birth

-Contact data: address, telephone number, email address
-Contractual data: purchase, registration and preference data
-Payment data: credit/debit card details, IBAN, receipts
-Technical data: IP address, device type, browsing data, cookies
4) Method of data collection

Data are collected through:

-Online or paper forms

-Communications via email or telephone

-Interactions with our website or app

-Payment services or authorised third-party providers

5) Data retention

We retain personal data for no longer than is necessary for the purposes for which it was collected. In particular:

Type of data Indicative retention period
Contractual data Up to 7 years (for tax and legal obligations)
Marketing data Up to 2 years or until consent is withdrawn
Technical and access data 6 months to 1 year, depending on purpose

6) Sharing of data
Personal data may be shared with:

Recipients Reason
Employees and authorised contractors Provision of requested services
Service providers (hosting, IT, logistics) Operational and technical management
Tax and legal consultants Regulatory compliance
Government authorities (if required) Compliance with applicable laws
Third parties for promotional purposes Only with explicit consent

We never sell your personal data to third parties.
7) International data transfers

If we transfer your personal data outside Antigua and Barbuda, we take all necessary measures to ensure an adequate level of protection, for
example:

-Transfer to countries with equivalent privacy laws

-Use of standard contractual clauses (SCC)

-Obtaining your explicit consent

8) Data security

We take technical and organisational measures to protect your personal data, including:
-Data encryption

-Role-based access control

-Regular backups

-Systems security monitoring

9) Data subject rights

In accordance with the Data Protection Act, you have the following rights:

Right Description
Access Obtaining confirmation of the existence of your data and receiving a copy
Rectification Correcting inaccurate or incomplete data
Deletion Requesting the removal of data in certain cases

Limitation of processing Restricting the use of your data in certain circumstances
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Right Description

Opposition Objecting to processing for legitimate reasons, including direct marketing
Portability Receiving data in a readable format or requesting its transfer
Withdrawal of consent Withdrawing consent at any time, without prejudice to previous processing

10) How to exercise your rights
You can send a written request to
Email: info@quokka360.com.
Phone: +410919240108

Requests will be reviewed and dealt with within 30 days.

11) Competent supervisory authority

If you feel that your rights have not been respected, you can contact your local data protection authority:

Supervisory Authority (Data Commissioner) Government of Antigua and Barbuda

12) Changes to this policy

We reserve the right to update this policy from time to time to reflect legislative or operational changes. We will notify you of relevant
changes via the website or by email.
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1) SYwiubph yGpwhuynn uncpjtlnp
Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Qunuthnipiwl E. hwugt™ info@quokka360.com.
IGnwhuinuwhwdwnp™ +410919240108
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BENIN Politique de confidentialité - Clients résidant au Bénin

Derniére mise a jour : 21.07.25.La présente politique de confidentialité décrit comment nous collectons, utilisons, conservons et
protégeons les données personnelles des clients résidant en République du Bénin, conformément a la Loi n° 2017-20 du 20 avril 2018
portant Code du Numérique, notamment au Livre V relatif a la protection des données a caractere personnel, sous la supervision de I'Autorité
de Protection des Données Personnelles (APDP).

1) Qui sommes-nous (Responsable du traitement)

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno
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Email pour les questions relatives a la confidentialité : info@quokka360.com.

Téléphone : +410919240108

2)Finalités du traitement et bases légales

Conformément aux articles 431-1 et suivants du Code du Numérique du Bénin, nous traitons vos données personnelles aux fins suivantes et
sur les bases légales correspondantes :

Finalité du traitement Base légale
Gestion des contrats, commandes et transactions Exécution d'un contrat (art. 431-6)
Service client et communication Intérét [égitime ou consentement
Marketing et prospection (email, SMS, etc.) Consentement explicite et éclairé (art. 431-7)
Obligations fiscales, comptables et |égales Obligation légale
Analyse et amélioration de nos services Intérét Iégitime ou consentement
Prévention de la fraude, sécurité informatique Intérét Iégitime et obligations de sécurité prévues par le Code du Numérique

3) Types de données collectées

Nous collectons uniquement les données pertinentes, parmi lesquelles :

-Données d'identification : nom, prénom, numéro de piéce d'identité, date de naissance
-Données de contact : adresse postale, email, numéro de téléphone

-Données financiéres : coordonnées bancaires, historique de paiement

-Données techniques : adresses IP, géolocalisation, cookies, données de connexion
-Préférences et historique d'utilisation de nos services

-Preuves de consentement spécifique

4)Méthodes de collecte

Les données sont collectées via :

-Formulaires en ligne ou papier

-Echanges par email ou téléphone

-Utilisation de notre site internet ou application mobile

-Partenaires commerciaux ou tiers autorisés (sous garanties adéquates)

-Cookies et outils de tracage (avec consentement lorsque requis)

5)Durée de conservation des données

Vos données personnelles sont conservées uniquement pendant la durée nécessaire aux finalités poursuivies :

Type de données Durée de conservation
Données contractuelles 10 ans, pour raisons légales et fiscales
Données marketing Jusqu'au retrait du consentement ou max. 3 ans sans activité
Données techniques 12 mois (sauf prolongation pour des raisons de sécurité)
Données liées a un litige Jusqu'a la cloture définitive de la procédure

6)Mesures de sécurité

Conformément a l'article 434 du Code du Numérique, nous mettons en ceuvre les mesures techniques et organisationnelles appropriées pour
garantir la sécurité, la confidentialité et I'intégrité des données

-Contréles d'acces et authentification forte

-Chiffrement des données sensibles

-Pare-feu, antivirus et surveillance des systémes

-Formation continue de notre personnel

-Procédures de gestion des violations (notification a I'APDP sous 72h)

7)Transferts internationaux de données

Selon les articles 434-18 et suivants :

-Les données peuvent étre transférées vers des pays offrant un niveau de protection adéquat, reconnu par I'’APDP

-En I'absence de reconnaissance, des garanties appropriées sont mises en place (clauses contractuelles types, consentement explicite,
etc)

8)Vos droits en tant que personne concernée

Selon les articles 434-1 et suivants du Code du Numérique, vous disposez des droits suivants :

Droit Description
Droit d'acces Obtenir la confirmation et copie des données traitées
Droit de rectification Corriger des données inexactes ou incomplétes
Droit a I'effacement Demander la suppression des données, sous conditions Iégales
Droit d'opposition S'opposer a certains traitements pour motifs légitimes
Droit a la portabilité Recevoir les données dans un format structuré et lisible
Droit a la limitation du traitement Demander une suspension temporaire du traitement
Droit de retirer son consentement A tout moment, sans affecter la légalité des traitements passés
Droit de réclamation Aupres de |I'Autorité de Protection des Données Personnelles (APDP)

9)Exercice de vos droits

Vous pouvez exercer vos droits en envoyant une demande écrite a:
Email: info@quokka360.com.

Phone: +410919240108

Nous répondrons dans un délai maximum de 30 jours, sauf prorogation justifiée.
10) Autorité de controle

Autorité de Protection des Données Personnelles (APDP)

Cotonou, Bénin

Site officiel : https://www.apdp.bj

Email : contact@apdp.bj

11) Mises a jour de la présente politique

Cette politique peut étre modifiée en cas de :
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-Changements législatifs au Bénin ou internationaux
-Nouvelles finalités de traitement
-Evolutions technologiques impactant la confidentialité

En cas de mise ajour, vous serez informé(e) de manieére claire et appropriée.

CANADA - Privacy Policy - Customers Residing in Canada

Last updated: 21.07.25. This privacy policy describes how [Company Name] collects, uses, stores, discloses, and protects the personal data
of customers residing in Canada, in accordance with applicable federal and provincial privacy laws, including:
-PIPEDA (Personal Information Protection and Electronic Documents Act — federal law)

-Relevant provincial laws (e.g., Quebec'’s Private Sector Privacy Act)

- Any applicable industry-specific codes or regulations.

1) Data Controller

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Privacy contact email: info@quokka360.com.

Phone: +410919240108

2) Types of Personal Data We Collect

We may collect the following categories of personal information:

-Identification data: name, surname, date of birth, ID number

-Contact details: address, phone number, email

-Financial data: payment information, bank details

-Commercial data: purchase history, preferences, feedback

-Technical data: IP addresses, access logs, cookies, navigation data

-Other data: data from complaints, requests, or interactions with customer service

3) Purposes of Processing and Legal Basis

We process your personal data for the following purposes:

Purpose Legal Basis
Contract performance and order management Contract execution
Customer communications Legitimate interest / Consent
Direct marketing (email, SMS, push notices) Express consent (per Section 6 of PIPEDA)
Billing and compliance with legal obligations Legal obligation
Service improvement and analytics Legitimate interest (preferably anonymized or aggregated data)
Fraud prevention and IT security Legal obligation / Legitimate interest

Consent is required in explicit form for sensitive data processing and can be withdrawn at any time.
4) How We Collect Personal Data

We may collect personal data via:

-Account or newsletter registration

-Online or offline forms

-Communications by email, phone, or chat

-Website or app usage

-Third parties (e.g., partners, service providers) under appropriate safeguards

5) Data Retention Period

We retain personal data only aslong as necessary to fulfill the purposes described:

Type of Data Retention Period
Contractual and transactional data 7 years (for tax and accounting purposes)
Marketing data Until consent is withdrawn or after 3 years of inactivity
Technical data (logs, cookies) 12 months, unless extended for security purposes
Complaint or litigation data Until the conclusion of the relevant proceedings

6) Data Security

We adopt technical and organizational measures in line with PIPEDA's safeguarding principles, including:
-Data encryption (in transit and at rest)

-Multi-factor authentication for system access

-Role-based access controls

-Data retention and secure destruction policies

-Data breach response and notification procedures (mandatory reporting to authorities and affected individuals in serious cases)
7) International Data Transfers

If your data is transferred outside of Canada (e.g., to providers in the US or EU), we ensure:

-The destination country provides adequate protection, or

-Appropriate contractual safeguards are in place (e.g., standard contractual clauses)

-The transfer is necessary for the provision of the requested service

8) Your Rights as a Data Subject

Under PIPEDA, you have the following rights:

Right Description
Right to access Obtain confirmation and a copy of your personal data held by us
Right to correction Correct inaccurate or incomplete data
Right to deletion Request erasure of data, when no longer necessary
Right to data portability Receive your data in a structured format and transmit it elsewhere

Right to withdraw consent Withdraw your previously given consent at any time

Right to file a complaint Lodge a complaint with the competent authority (OPC)
9) How to Exercise Your Rights

You may exercise your rights at any time by contacting us at:
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Email: info@quokka360.com.

Phone: +410919240108

We will respond within 30 days as required by law.

10) Supervisory Authority

Office of the Privacy Commissioner of Canada (OPC)

30 Victoria Street, Gatineau, Quebec, K1A 1H3

https://www.priv.gc.ca

1-800-282-1376

Note: If you reside in Quebec, Alberta, or British Columbia, specific provincial laws and local privacy commissioners may apply.
11) Updates to This Policy

This policy may be updated periodically. In case of significant changes, we will notify you through our official channels (e.g., website, email).

ECUADOR - Politica de Privacidad - Clientes residentes en Ecuador

Ultima actualizacién: 21.07.25.

Esta politica tiene como objetivo proporcionar transparencia sobre el tratamiento de los datos personales por parte de [Nombre de la
empresa], conforme a la Ley Organica de Proteccion de Datos Personales (LOPDP) vigente en Ecuador desde el 26 de mayo de 2021.
1)Responsable del tratamiento

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Correo electrénico de contacto: info@quokka360.com.

Teléfono: +410919240108

2)Tipos de datos personales que recopilamos

Podemos recopilar y tratar las siguientes categorias de datos personales:

-Datos identificativos: nombre, apellidos, numero de identificacién, fecha de nacimiento

-Datos de contacto: direccion, correo electrénico, nimero de teléfono

-Datos financieros: informacién de pago, datos bancarios

-Datos comerciales: historial de compras, preferencias, comunicaciones

-Datos técnicos: direccion IP, cookies, identificadores de dispositivos

-Datos sensibles (solo con consentimiento explicito): por ejemplo, datos biométricos o de salud, si corresponde

3)Finalidades del tratamiento y bases legales

Finalidad Base legal
Prestacion de productos y servicios Ejecucion de contrato
Gestion administrativa y contable Obligacién legal
Marketing directo y promociones Consentimiento explicito
Anaélisis y mejora de servicios Interés legitimo, cuando sea aplicable
Seguridad de sistemas y prevencion del fraude Obligacion legal / Interés legitimo
Respuesta a solicitudes o reclamos Interés legitimo / Obligacion legal

El consentimiento sera recabado de forma libre, especifica, informada e inequivoca cuando sea necesario
4) Plazo de conservacion de los datos

Tipo de datos Periodo de conservacion
Datos contractuales 7 afios (conforme a obligaciones contables o fiscales)
Datos para fines de marketing Hasta revocacion del consentimiento o maximo 2 afios
Datos relacionados con reclamos Hasta la resolucion y 5 afos adicionales
Registros técnicos (logs/cookies) Hasta 1 afo, salvo prérrogas justificadas

5)Medidas de seguridad

Implementamos medidas técnicas y organizativas adecuadas para garantizar:
-La confidencialidad e integridad de los datos

-Cifrado de datos sensibles

-Autenticacion multifactor para el acceso a sistemas

-Controles de acceso basados en roles

-Protocolos de respuesta ante incidentes y notificacion de brechas de seguridad
6) Transferencia internacional de datos

En caso de transferencias internacionales:

-Verificamos si el pais de destino proporciona proteccion adecuada

-Si no, aplicamos garantias contractuales apropiadas (como clausulas contractuales tipo)
-Informamos al titular de forma clara y transparente conforme exige la LOPDP
7)Derechos del titular de los datos

De acuerdo con la LOPDP, usted tiene los siguientes derechos:

Derecho Descripcion
Derecho de acceso Saber si tratamos sus datos personales y obtener una copia
Derecho de rectificacion Corregir datos inexactos o incompletos
Derecho de supresion Solicitar la eliminacion de los datos, salvo que exista obligacion legal
Derecho de oposicion Oponerse al tratamiento por motivos legitimos o para fines publicitarios
Derecho de portabilidad Recibir sus datos en un formato estructurado y transmitirlos a otro responsable
Derecho a revocar el consentimiento En cualquier momento, sin afectar tratamientos anteriores
Derecho a no ser sujeto de decisiones automatizadas Salvo consentimiento explicito
Derecho a presentar una reclamacién Ante la Autoridad de Proteccién de Datos Personales del Ecuador

8)Ejercicio de derechos

Puede ejercer sus derechos de forma gratuita a través de:
Email: [correo dedicado a la privacidad]

Teléfono: [nimero de contacto]

Direccion postal: [direccion fisical
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Respondemos en un plazo méximo de 15 dias habiles, prorrogable si el caso lo requiere.

9) Autoridad de control

Autoridad de Proteccién de Datos Personales del Ecuador

Email: info@quokka360.com.

Phone: +410919240108

10) Cambios en esta politica

Nos reservamos el derecho a modificar esta politica. En caso de cambios sustanciales, se le notificard por nuestros canales oficiales (sitio
web, correo electronico, etc.).

EMIRATI ARABI UNITI - Privacy Notice - Customers Residing in the United Arab Emirates

Last updated: 21.07.25.This privacy notice explains how [Company Name] collects, uses, stores, discloses, and protects personal data of
customers residing in the United Arab Emirates, in accordance with Federal Decree-Law No. 45 of 2021 on the Protection of
Personal Data (PDPL) and applicable local laws, including those of free zones such as DIFC and ADGM, where relevant.

1) Data Controller

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Privacy contact email:info@quokka360.com. Phone: +410919240108

2) Categories of Personal Data Collected

We may process the following types of personal data:

-ldentification data: full name, date of birth, nationality, passport or Emirates ID

-Contact data: phone number, email address, residential address

-Financial data: payment information, bank details

-Behavioral data: purchase history, preferences, feedback

-Technical data: IP address, device identifiers, cookies, access logs

-Sensitive personal data: biometric or health data (processed only with explicit consent, if applicable)

3) Purpose and Legal Basis for Processing

Purpose Legal Basis under PDPL
Providing products and services Performance of a contract
Customer management, assistance and billing Legal obligation / Contractual necessity
Marketing communications and promotional offers Explicit consent
Service improvement and customer analytics Legitimate interest (balanced)
IT security and fraud prevention Legal obligation / Legitimate interest
Compliance with regulatory and legal obligations Legal obligation under federal or local UAE law

Explicit consent is required for the processing of sensitive personal data or international transfers where adequate protection is not ensured.
4) Data Retention Period

Personal data will be stored only as long as necessary for the purposes for which it was collected:

Type of Data Retention Period
Contractual and financial data Up to 7 years (for accounting or legal purposes)
Marketing data Until consent is withdrawn or up to 2 years from last interaction
Technical and access logs Up to 12 months unless extended for security or legal reasons
Complaints and legal records Until resolved and archived for an additional 5 years

5) Data Security Measures

We implement appropriate technical and organizational security measures, as required by the PDPL, including:
-Encryption of data at rest and in transit

-Role-based access control

-Multi-factor authentication (MFA)

-Continuous monitoring for unusual or suspicious activity

-Incident response plans and data breach notification protocols

6) International Data Transfers

When transferring personal data outside the UAE:

-We ensure the destination country offers an adequate level of protection, or

-We implement appropriate contractual safeguards (e.g., standard contractual clauses), or
-Where neither is possible, we request your explicit consent prior to the transfer

7)Data Subject Rights under the PDPL

You have the following rights under the UAE PDPL:

Right Description
Access Obtain confirmation whether your data is being processed and access to it
Rectification Correct inaccurate or incomplete personal data
Erasure (Right to be Forgotten) Request deletion of your data under specific conditions
Restriction of processing Request temporary suspension of processing under specific circumstances
Data portability Receive your data in a structured, machine-readable format
Object to processing Object to processing based on legitimate interest
Withdraw consent Withdraw previously given consent at any time
File a complaint Lodge a complaint with the UAE Data Office or relevant local authority

8) How to Exercise Your Rights

To exercise your rights, please contact us at:

Email: info@quokka360.com.

Phone: +410919240108

We aim to respond to all requests within 30 calendar days, in compliance with applicable law.
9) Supervisory Authority

UAE Data Office

Abu Dhabi, United Arab Emirates
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Website: https://u.ae

[Official email — once publicly available]

If your data is processed within free zones such as DIFC or ADGM, the respective authorities are:

DIFC Data Protection Commissioner https://www.difc.ae/business/operating/data-protection/

ADGM Office of Data Protection https://www.adgm.com/operating-in-adgm/data-protection

10) Changes to This Privacy Notice

We reserve the right to modify this privacy notice at any time. In the event of material changes, we will notify you through official channels
such as our website or email.

HONG KONG - Privacy Notice - Customers Residing in Hong Kong

Last updated: 21.07.25.This privacy notice explains how [Company Name] collects, uses, stores, discloses, and protects the personal data
of individuals residing in Hong Kong, in accordance with the Personal Data (Privacy) Ordinance (PDPO), Cap. 486, and guidance issued by
the Office of the Privacy Commissioner for Personal Data (PCPD).

1)Data Controller

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Privacy contact email: info@quokka360.com.

Telephone: +410919240108
2)Categories of Personal Data Collected

We may collect and process the following categories of personal data:

-ldentity Data: full name, title, date of birth, gender, nationality

-Contact Data: address, phone number, email address

-Financial Data: payment details, bank account number, transaction history

-Technical Data: IP address, browsing behavior, cookies, device IDs

-Usage Data: purchase history, preferences, feedback, complaints

-Other Data: content shared via forms, customer service, social media3)Purposes and Legal Bases for Processing

Purpose Legal Basis under PDPO
Provision of requested goods/services Contractual necessity
Customer support and account management Legitimate interest
Direct marketing via email or messages Explicit consent (opt-in)
Regulatory or tax compliance Legal obligation
IT security and fraud prevention Legitimate interest / Legal obligation
Responding to requests from authorities Legal obligation

Under the PDPO, explicit consent is required for direct marketing activities. You may withdraw your consent at any time.
4) Data Retention. We retain personal data only for as long as necessary for the purposes for which it was collected:

Type of Data Retention Period
Contract and billing data 7 years (in line with local tax and accounting regulations)
Marketing data Until consent is withdrawn or 24 months of inactivity
Technical logs 12 months unless extended for security or legal reasons
Complaint/legal records Until resolved, and archived for up to 6 years

5) Data Security Measures. We implement appropriate technical and organizational security measures, including:
-Data encryption (at rest and in transit)

-Role-based access controls and authentication

-Security monitoring and incident detection

-Backup and disaster recovery systems

-Staff training on privacy and data protection

6) International Data Transfers.When personal data is transferred outside Hong Kong:

-We ensure that the recipient provides a level of protection comparable to the PDPO

-We adopt contractual safeguards such as data transfer agreements

-Where required, we obtain your explicit consent prior to the transfer

The PCPD recommends informing data subjects before transferring data overseas, and applying appropriate safeguards.

7) Your Rights under the PDPO. You have the following rights under the Personal Data (Privacy) Ordinance:

Right Description
Access Request access to your personal data and confirmation of processing
Correction Request correction of inaccurate or incomplete personal data
Object to direct marketing Opt out of any use of your data for direct marketing purposes
Withdraw consent Withdraw your consent to processing at any time
Cease processing request Request cessation of data use under certain conditions

8) How to Exercise Your Rights.

To exercise your rights, please contact us at:

Email: info@quokka360.com.

Phone: +410919240108

We aim to respond within 40 calendar days, as required under the PDPO.
9) Supervisory Authority

Office of the Privacy Commissioner for Personal Data (PCPD)
12/F, Sunlight Tower, 248 Queen'’s Road East, Wanchai, Hong Kong
https://www.pcpd.org.hk

+852 2827 2827

communications@pcpd.org.hk

10) Changes to This Privacy Notice

We reserve the right to amend this privacy notice at any time. In case of material changes, we will notify you through our official website or
via email.
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SUD AFRICA - Privacy Notice - Customers Residing in South Africa

The official English version of the detailed privacy notice for customers residing in South Africa, compliant with the Protection of Personal
Information Act (POPIA), No. 4 of 2013:

Last updated: 21.07.25.This Privacy Notice outlines how [Company Name] collects, uses, stores, discloses, and protects personal information
of individuals located in South Africa, in compliance with the Protection of Personal Information Act, 2013 (POPIA)and applicable guidance
issued by the Information Regulator of South Africa.

1)Responsible Party (Data Controller)

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Privacy Contact Email: info@quokka360.com.

Contact Number: +410919240108

2)Categories of Personal Information Collected

We may collect and process the following categories of personal information:

-ldentity Information: name, surname, South African ID number or passport number

-Contact Information: residential or business address, telephone number, email address

-Financial Information: bank account details, payment data, transaction records

-Technical Information: IP address, browser logs, access timestamps, cookies

-Commercial Data: order history, preferences, communications

-Special Personal Information (e.g., health, biometrics, race, religious beliefs): processed only with explicit consent or legal authorization
3) Purpose of Processing and Legal Basis

Purpose of Processing Legal Justification under POPIA
Providing products/services requested Contractual necessity
Managing customer relationships Legitimate interest
Sending marketing communications Explicit consent (opt-in)
Compliance with tax, regulatory or legal duties Legal obligation
IT security, fraud prevention, risk management Legitimate interest / Legal obligation
Responding to government or authority requests Legal obligation
POPIA requires prior, voluntary, and informed consent for direct marketing using electronic means. You may withdraw your consent at

any time.
4)Data Retention Period

Personal information is retained only for as long as is necessary for the specific purpose for which it was collected:

Type of Information Retention Period
Contractual and invoicing data 5 years (in accordance with the Tax Administration Act)
Marketing data Until consent is withdrawn or 24 months of inactivity
Technical logs 12 months, unless required longer for legal or security needs
Complaint/legal data Until resolved + up to 5 years for legal protection

5)Data Security and Safeguards

We apply appropriate technical and organisational safeguards to protect your personal information, including:
-Data encryption (in transit and at rest)

-Access control based on roles and autorisation

-Secure IT infrastructure and real-time monitoring

-Periodic penetration testing and vulnerability assessments

-Ongoing employee training on POPIA compliance

6)International Data Transfers

Where your personal information is transferred outside of South Africa:

-We ensure the recipient country or entity maintains a level of data protection comparable to POPIA

-We rely on standard contractual clauses, where applicable

-We inform you in advance and may obtain your explicit consent, where required

POPIA prohibits cross-border transfers unless adequate protection mechanisms are in place or consent is obtained.
7)Your Rights Under POPIA

As a data subject, you are entitled to the following rights under the POPIA:

Right Description
Right of Access Request confirmation and a copy of the personal information held
Right to Correction Request correction or updating of inaccurate or outdated data
Right to Deletion Request deletion of data no longer required or unlawfully held
Right to Object to Processing Object to certain processing on reasonable grounds
Right to Withdraw Consent Withdraw consent at any time (e.g., for marketing communications)
Right to Lodge a Complaint File a complaint with the Information Regulator

8)How to Exercise Your Rights

To exercise your rights, please contact us at:

Email: info@quokka360.com.

Phone: +410919240108

We will respond to access and correction requests within 20 business days, as mandated by POPIA.
9) Regulatory Authority

Information Regulator (South Africa)

JD House, 27 Stiemens Street, Braamfontein, Johannesburg, 2001
https://www.justice.gov.za/inforeg/

inforeg@justice.gov.za

+27 (0)10 023 5207

10) Updates to this Notice

We reserve the right to amend this privacy notice at any time. If significant changes are made, we will notify you via our website, email, or
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other appropriate means.

VENEZUELA Aviso de Privacidad - Clientes residentes en Venezuela

Ultima actualizacién: 21.07.25. Este Aviso de Privacidad describe de forma clara y transparente cémo [Nombre de la empresa] recopila,
utiliza, conserva, comunica y protege los datos personales de los clientes ubicados en Venezuela, en cumplimiento con la Constitucién de la
Republica Bolivariana de Venezuela (Articulo 28), la Ley de Infogobierno (2013) y los principios internacionales de proteccién de datos.
1)Responsable del tratamiento[Nombre de la empresa]

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Correo electrénico de contacto: info@quokka360.com.

Teléfono de atencion: +410919240108

El responsable del tratamiento garantiza que los datos personales seran tratados conforme a los principios de licitud, transparencia, finalidad
legitima, proporcionalidad y confidencialidad.

2)Datos personales recopilados

Podemos recopilar las siguientes categorias de datos personales:

-Datos identificativos: nombre, apellido, cédula de identidad o pasaporte, RIF

-Datos de contacto: direccion, correo electrénico, nimero de teléfono

-Datos comerciales: historial de compras, solicitudes, quejas o reclamos

-Datos financieros: informacién bancaria o de medios de pago electrénicos

-Datos técnicos: direccién IP, registros de acceso, navegador, sistema operativo

-Datos sensibles (solo cuando sea necesario y con consentimiento expreso): salud, biometria, origen étnico, creencias, entre otros
3)Finalidades del tratamiento

Sus datos seran utilizados para las siguientes finalidades:

Finalidad Base legal del tratamiento
Provisién de productos y servicios solicitados Ejecucion de una relacion contractual
Gestion administrativa, contable y fiscal Cumplimiento de obligaciones legales
Comunicacién operativa y atencion al cliente Interés legitimo de la empresa
Envio de promociones o comunicaciones publicitarias Consentimiento expreso del titular
Prevencion de fraudes y seguridad de los sistemas Interés legitimo / obligacion legal
Conservacion de registros para fines legales o regulatorios Cumplimiento de normativas locales e internacionales

4)Plazo de conservacion

Los datos personales se conservaran por el tiempo estrictamente necesario:

Tipo de datos Plazo estimado de conservacion
Informacién contractual y fiscal 5a 10 afios, segun lo establecido en leyes civiles/fiscales
Datos de marketing Hasta que se revoque el consentimiento
Informacién sobre reclamos Hasta su resolucion y durante el periodo de prescripcion
Registros técnicos (logs) Hasta 12 meses (o mas si hay justificacion legal)

5)Seguridad de los datos

Aplicamos medidas técnicas y organizativas para proteger sus datos personales:
-Control de acceso y autenticacion segura

-Cifrado de datos sensibles en transito y almacenamiento

-Sistemas actualizados de firewall y antivirus

-Copias de seguridad y recuperacion ante desastres

-Capacitacion regular del personal sobre proteccion de datos

6) Transferencia internacional de datos

En caso de que sus datos personales se transfieran fuera del territorio venezolano:
-Se hara unicamente a paises que cuenten con niveles adecuados de proteccidn
-Se usaran clausulas contractuales, acuerdos o medidas similares

-En caso necesario, se solicitara su consentimiento explicito y previo
7)Derechos del titular de los datos

Usted como titular de los datos personales tiene derecho a:

Derecho Descripcion
Acceso Solicitar copia y confirmacion sobre el tratamiento de sus datos
Rectificacion Corregir datos incorrectos o incompletos
Supresion Solicitar la eliminacion de datos en casos permitidos
Oposicién Oponerse al tratamiento por razones legitimas
Revocacion del consentimiento Retirar su consentimiento en cualquier momento
Limitacion del tratamiento Solicitar la suspension temporal del tratamiento
Portabilidad (si aplica) Obtener sus datos en formato estructurado
Presentar reclamos Ante el responsable del tratamiento o autoridades competentes

8)Como ejercer sus derechos

Puede ejercer sus derechos contactandonos a través de:
Email: info@quokka360.com.

Phone: +410919240108

Responderemos a su solicitud en un plazo razonable, conforme a los principios de la buena administracion y la normativa venezolana.
9) Autoridades competentes

Actualmente, Venezuela no cuenta con una autoridad nacional especializada en proteccion de datos. No obstante, puede acudir a:
-Tribunales venezolanos, para ejercer acciones legales
-Defensoria del Pueblo, en caso de violaciones a derechos constitucionales

-Ministerio del Poder Popular para Ciencia y Tecnologia, para aspectos relacionados con sistemas de informacion
10) Cambios en esta politica
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Nos reservamos el derecho de modificar esta politica de privacidad en cualquier momento. Le notificaremos los cambios mediante nuestro
sitio web o canales oficiales adecuados.

URUGUAY Aviso de Privacidad - Clientes residentes en Uruguay. Ultima actualizacién: 21.07.25.Este Aviso de Privacidad explica
como [Nombre de la empresa] recolecta, utiliza, conserva, protege y comparte los datos personales de los clientes residentes en Uruguay, en
cumplimiento con la Ley N.° 18.331 sobre Proteccién de Datos Personales y Accion de Habeas Data, su decreto reglamentario N.© 414/009, y
en concordancia con los principios internacionales de legalidad, transparencia, minimizacion y responsabilidad proactiva.

1)Responsable del tratamiento

Quokka Sagl, Piazza Santa Lucia, 7 6900 Massagno

Correo electrénico de contacto: info@quokka360.com.

Teléfono de atencion: +410919240108

2)Datos personales que recopilamos

Podemos tratar las siguientes categorias de datos personales:

-Datos identificativos: nombre completo, cédula de identidad, RUT u otros documentos oficiales

-Datos de contacto: domicilio, correo electrénico, nimero de teléfono

-Datos contractuales o comerciales: historial de compras, solicitudes, reclamos

-Datos financieros o de pago: informacién bancaria o métodos electrénicos

-Datos técnicos: direccién IP, registros de actividad, cookies

-Datos sensibles: solo seran tratados en casos justificados y con consentimiento expreso y escrito, conforme al articulo 18 de la Ley 18.331
3)Finalidades del tratamiento

Finalidad del tratamiento Base legal

Prestacién de servicios o productos contratados Ejecucion de una relacién contractual
Cumplimiento de obligaciones fiscales, contables y legales Obligacion legal
Atencidn al cliente y comunicacion operativa Interés legitimo
Envio de promociones y comunicaciones publicitarias Consentimiento informado y previo
Gestién de reclamos y resolucion de disputas Interés legitimo / obligacion legal
Estadisticas y mejoras de procesos (datos anonimizados) Interés legitimo
Tratamiento de datos sensibles Consentimiento expreso por escrito
4)Plazo de conservacion de los datos

Tipo de datos Plazo de conservacién estimado
Datos fiscales y contables 5 afios, conforme normativa tributaria

Datos para fines de marketing Hasta que se revoque el consentimiento

Datos técnicos (logs, registros) Hasta 12 meses, salvo requerimientos legales especificos

Datos vinculados a controversias Durante el tiempo que dure el proceso y el plazo legal de prescripcidn
5)Medidas de seguridad aplicadas

Adoptamos medidas técnicas y organizativas para garantizar la integridad, confidencialidad y disponibilidad de los datos:
-Cifrado de datos sensibles

-Sistemas de deteccion de intrusos y antivirus

-Acceso restringido solo a personal autorizado

-Backups regulares y seguros

-Protocolos de seguridad en redes y plataformas digitales

6) Transferencia internacional de datos

Podremos transferir datos personales fuera del territorio nacional Unicamente cuando:

-El pais de destino haya sido declarado adecuado por la URCDP,

-Existan clausulas contractuales que garanticen un nivel de proteccion equivalente

-O bien contemos con su consentimiento expreso e informado

7)Derechos de las personas titulares de los datos

Usted, como titular de los datos personales, tiene los siguientes derechos conforme a la Ley 18.331:

Derecho Descripcion
Acceso Obtener informacion sobre sus datos y el tratamiento realizado
Rectificacion Corregir datos inexactos o incompletos
Supresién Solicitar la eliminacion de datos en los casos permitidos por ley
Oposicién Oponerse al tratamiento por motivos fundados y legitimos
Portabilidad Recibir sus datos en un formato estructurado y de uso comun
Revocacion del consentimiento Retirar su consentimiento en cualquier momento
Reclamo ante la URCDP En caso de vulneracién de derechos

8)Ejercicio de derechos

Para ejercer cualquiera de los derechos antes mencionados, contactenos a través de:

Correo electrénico: Email: info@quokka360.com.

Teléfono: +410919240108

Respondemos las solicitudes en un plazo maximo de 5 dias habiles, conforme a la legislacion nacional.
9) Autoridad de control en Uruguay

La autoridad responsable del cumplimiento y supervisiéon en materia de datos personales es:

Unidad Reguladora y de Control de Datos Personales (URCDP)

Direcciéon: Montevideo, Uruguay

Sitio web: https://www.datospersonales.gub.uy

Correo: contacto@urcdp.gub.uy

10) Cambios en esta politica

Este Aviso de Privacidad puede ser actualizado ocasionalmente. En caso de cambios sustanciales, se lo notificaremos a través de nuestros
canales oficiales, incluidos el sitio web y/o correo electrénico.
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